Research Issues in Ad Hoc networking – scaling, mobility and opportunistic networks

Mario Gerla, UCLA

The term “ad hoc networking” was originally coined to refer to networks that emerge from ad hoc, “extemporary” needs, are of short duration and are deployed where more conventional networks are absent. Speed and flexibility of deployment are more critical than channel efficiency and performance – typical applications being  search and rescue or disaster recovery networks. Today, ad hoc networks have acquired a much more general meaning and even a notion of “permanency” – for example, we refer to ad hoc networks to interconnect appliances in our home. However, by and large, ad hoc networks are still contrasted today to “infrastructure” networks and are thus supposed to operate in much more general, unpredictable and often unfriendly environments.  For these reasons, and more precisely, because of the incredibly large number of variables/parameters that affect their design – from mobility to energy, transmit power, antenna design, channel characteristics, layer interaction, heterogeneity, adaptivity of applications etc, ad hoc networks have been an extremely fertile, almost inexhaustible  area of research. Some research issues in ad hoc networks find their origins in infrastructure networks, but the problem formulation and the solutions space are much more complex here. For example:

· Scalability: in an infrastructure network, scaling is achieved via hierarchical design. In mobile networks (eg, battlefield with thousands of mobile nodes) hierarchies are fragile. New paradigms are needed.

· QoS support: the changing nature of the topology and available bandwidth makes fixed guarantees impossible. Adaptive, renegotiable service must be sought.

· Efficient, fair TCP design in ad hoc mobile nets requires a completely new set of tools because of the precarious nature of the topology

· Routing: similar to TCP, routing design must cope with dynamic topologies and demands; hence the emergence of the new concept of “on demand routing”.

· Security: in a mobile network, location and motion privacy becomes an issue; on the other hand, mobility may be exploited to “help” security. 

· Peer to peer networking: natural in ad hoc nets where no infrastructure servers exist; yet very challenging to maintain a stable interconnection among peers.

Beside these “traditional” research problems, there are new issues that are unique of wireless ad hoc networks such as:

· Cross Layer design:  the MAC protocol must be aware of the physical layer (eg, directional, MIMO, OFDM, etc); the applications can exploit network layer connectivity and mobility predictions, etc. 

· Fundamental performance models/bounds for large ad hoc networks(following Gupta and Kumar work)

· Energy optimization in portables and sensors 
· Mobility exploitation: making mobility work for you

· Forwarding Incentive polices: how to encourage and reward forwarding by bystanders (eg, other shoppers in the mall, cars in the highway etc)

Several of the above issues (mobility exploitation, security, cross layering, performance bounds) will be addressed by the speakers in the ad hoc networking session. In my presentation, I will address two issues:

Scalability: first, I will show that scaling in important in key ad hoc network scenarios (eg, battlefield, emergency networks, etc). Then, I will show that traditional hierarchal addressing, routing and forwarding schemes do not scale in such networks, mainly because of mobility.  I will then show that mobility can actually be exploited to achieve scalability. Namely, group mobility to achieve a hierarchical, robust and scalable Landmark routing; mobility diffusion to piggyback location information about a destination on roaming nodes, and then find such destination with “last encounter routing”, and; mobility prediction, to withhold transfer until in range of a powerful infostation

Opportunistic ad hoc networking: while ad hoc networks are natural in the battlefield and emergency recovery, where there is no infrastructure, they are far less popular in commercial environments where the last hop wireless model prevails (eg, 3G cellular, 802.11 LANs and Hot Spots, etc). Generally, the cellular networks are much easier to manage, maintain and control than ad hoc nets. My vision is that in commercial environments ad hoc networking will succeed as “opportunistic networking” to expand the conventional infrastructure. Namely, multihopping through friendly bystanders will be used if the “opportunity” arises to reduce cost or improve performance, or if a disaster obliterates part of the cellular structure. I will introduce the example of the highway vehicle network, where ad hoc networking works side by side with cellular networking, providing a costeffective opportunity for cooperation. 
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